**ПРАВИЛА ДЛЯ БЕЗОПАСНОСТИ ДЕТЕЙ**

**Взрослые должны серьезно относиться к увлечениям своих отпрысков, ведь легче предупредить проблему, чем бороться с ее последствиями. Объяснить общепринятые правила безопасности и возможные риски. Для обеспечения безопасности детей в интернете можно выделить 10 правил.**

**Чего избегать и на что обратить внимание:**

1. **Личная информация. Сайты для обеспечения полного доступа предлагают пройти регистрацию с введением персональных данных. Неблагонадежные источники могут использовать эти сведения в корыстных целях;**
2. **Вредоносные сообщения. Следует осмотрительно относиться к письмам из неизвестного источника. Послания могут содержать вредоносные программы, информацию оскорбительного или сексуального характера;**
3. **При возникновении чувства неловкости или тревоги при виртуальном диалоге, а также, если собеседник навязчиво настаивает на перенос отношений в реал, следует прекратить общение и сообщить старшим;**
4. **Виртуальное знакомство не должно перерасти в реальное. Если такое решение принято, встреча должна состояться в общественном месте и под контролем родителей;**

1. **Игнорировать приглашения в группы, где темой обсуждения являются вопросы религии, секса или ненормативного поведения;**
2. **Прекращать диалог с теми, кто негативно отзывается о близком круге общения ребенка. Пытается настроить его против членов семьи, учителей, друзей и т.д;**
3. **При общении лучше выбирать ник, не позволяющий определить половую принадлежность и возраст (не стоит делать частью виртуального псевдонима год своего рождения);**
4. **Игнорировать непристойные сообщения;**
5. **Не передавать незнакомцам фото и видеоматериалы;**
6. **И главное – помнить, что собеседник не всегда тот, кем хочет казаться. Соблюдение этих простых 10 правил безопасности для поведения детей в интернете минимизирует возможные риски.**